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Self-Service Portal

The Self-service portal allows users to resolve their issues by raising a request in the service queue, called
as inbound request. It can be accessed by users who need assistance and will allow them to join an instant remote

session for existing issues or submit new issues and be placed in a support queue.

Setting up the self-service portal Assist

You can set up your custom self-service portal by mapping your custom domain on to your Zoho Assist account and
then create a Self-Service Portal URL based on your organizational preferences.

1. Go to Settings > Remote Support > Self-Service Portal

2. Select Configuration to map your custom domain to start setting up your self-service portal.
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3. Enter your company portal url and click Save to configure the url.
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Self-Service Portal

You can set up your custom self-service portal by mapping your custom domain on to your Zoho Assist account and then create a Self-Service

Portal URL based on your organizational preferences.

1. Portal Configuration
Company portal url can be used by your technicians to login and assist your customers

Company Portal URL

‘ unauthtest5|

http://assistqa.localzoho.com/portal/unauthtest5

Save

2. Authentication

3.Enable Self Service Portal

4. Select a preferred mode of authentication - SAML Authentication, allows only directory users to raise an inbound
request and Unauthenticated, allows anyone with access to portal link to raise an inbound request, and click Save.
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Self-Service Portal

You can set up your custom self-service portal by mapping your custom domain on to your Zoho Assist account and then create a Self-Service

Portal URL based on your organizational preferences.

1. Portal Configuration

@ Configured

2. Authentication
Authentication is process of choosing who can raise inbound request. You can choose authentication method.

Choose Authentication method

@ Unauthenticated

Anyone with portal link can raise inbound request

(O SAML Authentication

Only directory users can raise inbound request

Save

3. Enable Self Service Portal

5. Set up your SAML Authentication for your Self-Service portal and click Save
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6. Click Enable Self Service Portal to start receiving inbound requests from your customers.
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Customer Widget

Contacts

Self-Service Portal
Configuration

Announcement

Remote Support

Unattended Access Reports Settings

O Unauthenticated

Anyone with portal link can raise inbound request

® SAML Authentication

Only directory users can raise inbound request

Remote Login URL *

test

Remote Logout URL

test

Reset Password URL

test

Public Key (Provide public key in .txt or .pem extension file only) *

# Attach idctest.pem

SAML Request URL
https://accounts.zohoportal.com/accounts/csamlrequest/ 1005642517 [l
SAML Response URL

https://accounts.zohoportal.com/accounts/csamlresponse/1005642517 )

Algorithm

SHA

My D

3. Enable Self Service Portal

Unattended Access Reports Settings

Self-Service Portal

The Self-service portal allows users to resolve their issues by raising a request in the service queue. It can be accessed by users who need assistance
and will allow them to join an instant remote session for existing issues or submit new issues and be placed in a support queue.

1. Portal Configuration

2. Authentication

My Department

@ Configured

@ Configured

3. Enable Self Service Portal

Enable self service portal in order to receive inbound request from your customers

Enable Self Service Portal

What is SAML Authentication?

a &

Security Assertion Markup Language (SAML) is the open standard protocol used for exchanging authentication and

authorization data between applications, in particular, an identity provider (IdP) such as OneLogin, Okta,
Pingldentity and a remote support provider (such as Zoho Assist).
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Essentially, this means that you use one set of credentials to log into many different services.

How it works

SAML Authentication usually involves a service provider, in this case, Zoho Assist, and an identity provider. When
you've enabled SAML, end-user management and authentication are handled through your company's identity
provider (IdP).

When an end user requests access to the Zoho Assist's Self-Service Portal, they will be redirected to your identity
provider for authentication. The identity provider authenticates the end user and in return, generates an
authentication assertion, which indicates that a user has been authenticated. On receiving the assertion, the end user
is redirected back to Zoho Assist and logs into their custom self -service portal seamlessly. This way SAML
Authentication ensures maximum security and follows the stipulated security boundaries of your organization.
How to set up your SAML Authentication for your Zoho Assist Self-Service Portal

The third-party identity provider provides the configuration details for the SAML. Note that you must log in with
your administrator credentials to set up SAML in your Zoho Assist account.

1. Select SAML Authentication
2. On the SAML Authentication section, provide the following details:

e Remote Login URL: Enter the remote login URL of your IdP where Zoho Assist will redirect your end users
when they login to the Self-Service Portal.

¢ Remote Logout URL: Enter the remote logout URL of your IdP that Zoho Assist will redirect your end users
when they attempt to log out of the Self-Service Portal.

¢ Reset Password URL: Enter the reset password URL of your IdP where Zoho Assist will redirect your end
users when they try to change their password for the Self-Service Portal.

e Public Key: Paste the Public X.509 certificate in the text format. We will use the public key contained in the
certificate to verify that your identity provider has issued all received SAML authentication requests.

e Algorithm: Select an algorithm between RSA and DSA using which your IdP generated the public keys and
certificates.
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3. Click Save.

How to publish an announcement on your Self-Service Portal?

You can publish a custom public announcement on your self-service portal based on your organizational prospects.

1. Go to Settings > Remote Support > Self-Service Portal.

2. Select Announcement.

3. Enter the announcement to be published in the text box and click Publish.

attended Access

7 0T@ Assist

Remote Suppo Reports

Department %

e\

Q

Customer Widget
Search Self-Service Portal
Contacts
_-_;_ Self-Service Portal

Organization
Configuration

Enter your announcement here

You can publish a custom announcement on your self service portal to broadcast messages to self service portal users.

1553 characters left
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General B I u &5 Arial v A =v = = v PLIEN
"Lorem ipsum dolor sit amet, consectetur adipiscing elit, sed do eiusmod tempor incididunt ut labore et dolore magna aliqua. Ut enim ad minim veniam, quis nostrud
Remote exercitation ullamco laboris nisi ut aliquip ex ea commodo consequat. Duis aute irure dolor in reprehenderit in voluptate velit esse cillum dolore eu fugiat nulla pariatur.
SR Excepteur sint occaecat cupidatat non proident, sunt in culpa qui officia deserunt mallit anim id est laborum.”
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You're yet to publish this announcement in the self-service portal.
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Preview ‘ PUBLISH ‘

4. You can also choose to schedule your announcements based on your preferences
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How to configure your Identity Provider?
Okta

1. Log in to your Okta account with administrative privileges.

okta

Sign In

Username
| malcolm@zylker.org ‘

Password

[[] Remember me

Need help signing in?

Powered by Okta Privacy Policy

2. Click the Applications tab.

Q Search people, apps g.kishnan - forloans-org-7231839  Helpand Support  Sign out

4

oktq Dashboard  Dir Security ¢ My Apps @
(%) Dashboard

/) Dashboar

Self Service

Checkout our newly redesigned admin experience. Turn on the rmew eaperence

Status e ¥ Healthinsight (<]
People Healthinsight is a live audit of your
security settings compared to Okta's
Search People... best practices.
@ No notifications to view! Applications View Healthinsight
Search Applications. Shortcuts

. Add Applications
5 Assign Applications
A, Add People

3, Activate People
UrEpe lesBeiEys <] 3, Deactivate People
2 Reset Passwords
8. Unlock People

@ Healthinsight

Reports

Okta Usage
Application Usage
Suspicious Activity
Current Assignments
App Password Health
Deprovisioning Details
SMS Usage

MFA Usage

System Log

SAML Capable Apps

https:ffor dmin.okta
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(Q earch

STATUS

ACTIVE 0
INACTIVE 0

PP

Q Search people, apps

Dashboard

3 Add Application

CATEGORIES

All Integrations

Analytics and Aul

3. Click Add Application and then click Create New App.

4. On the pop-up window, select the SAML option and then click Create.

Directory  Applications

g. krishnan forloans-org-7231839 Help and Support  Sign out

Applications My Apps @

@ Help

5 Assign Users to App

Q

No active apps found

Add application and assign access to have them appear on your
users' Okta home Page

g. krishnan forloans-org-7231839 Help and Support Sign out

Security Workflow  Reports  Settings My Apps @

Create a New Application Integration

Collaboration Sg
Developer Tools Platform
Directories and k
Data Privacy and  Sign on method
Identity Proofing

Identity Governa

Marketing and Q@

Security

Social Login

Zero Trust Ecosy

FILTERS

Access

7] samL

] OpenlD Connect

(] ws-Federation

[_] secure Web Authentication
(7] Provisioning

[ Workflows Compatible

See all

Web v

lace
(®) Secure Web Authentication (SWA)

Uses credentials to sign in. This integration works with most apps. Ee

O samL20 B

Uses the SAML protocol to log users into the app. This is a better option
than SWA, if the app supports it

() OpeniD Connect

Uses the OpenlD Connect protocol to log users into an app you've built

165

365

Jning

More integrations

9 || | domain 9

10000ft 101domains.com 10000ft Provisioning C

5. In the General Settings page, provide a name for the application. For example, Zoho Assist.

6. Click Next to continue.
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7. In the Configure SAML page, do the following:
¢ Single sign on URL - Paste the value for SAML Response URL that you copied from the SAML screen in
Zoho Assist.
¢ Audience URI (SP Entity ID) - Paste the value of SAML Response URL here as well.

e Default RelayState - Paste the value for Default Relay State that you copied from the SAML screen in Zoho
Assist.

e Name ID format - Specify as Email Address.

Q Search people, apps g. krishnan forloans-org-7231839 Help and Support Sign out

4
okta RSP,  Dashboard  Directory  Applications  Security Workflow  Reports  Settings My Apps @

i Create SAML Integration

General Settings o Configure SAML Feedback

e SAML Settings

What does this form do?

. This form generates the XML needed for
GENERAL the app's SAML request.
Single sign on URL @ nt tal. > Where do | find the info this form needs?
Use this for Recipient URL and Destination URL The app v ing to integrate with
[7] Allow this app to request other 550 URLs Leng SN et
and it should outline what information you
Audience URI (SP Entity ID) & zoho.com need to specify in this form.
Default RelayState € Ints D Okta Certificate
If no value is set, a blank RelayState is sent Import the Okta certificate to your Identity
Provider if required
Name ID format @ EmailAddress v & Download Okta Certificate
Application username & Okta username
Update application username on Create and update
Show Advanced Setings
ATTRIBUTE STATEMENTS (OPTIONAL) LEARN MORE
Name Name format (optional) Value

Unspecified

8. Click Next and Finish.

The Sign On section of your newly created application appears.
1. Click View Setup Instructions on the Sign On tab. It opens a new window to the IdP settings.

2. On the IdP Settings window, do the following:

e Copy the Identity Provider Single Sign-On URL and paste it into the Remote Login URL field in Zoho Assist
SAML page.

e Copy the Identity Provider Issuer and paste it into the Remote Logout URL field in Zoho Assist SAML page.
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¢ Copy the Identity Provider Single Sign-On URL and paste it into the Reset Password URL field in Zoho
Assist SAML page.

e Copy the X.509 Certificate and save it to a .txt file. Then upload the file into the Public Key field in Zoho
Assist SAML page.

3. Click Save.

¢ Now you must select the users to whom you wish to give access to the SAML-enabled Self-Service portal.

To do this:

e Click the Applications tab and select your newly created application on Okta.

¢ Click on the Assignments section of the application.

Q Search people, apps g.kishnan - forloans-org-7231839  Helpand Support  Sign out

oktq Applications ty <flo e, My Apps @

« Back to Applications
o 7 Zoho Assist

@ Active v View Logs Monitor Imports
n Once you have a working SAML integration, submit it for Okta review to publish in the OAN. Submit your app for review

General Sign On Import Assignments
]
VLS| |/ Convert Assignments Q Search People ¥ REPORTS
% Current Assignments
IS Person Type
225, Recent Unassignments
Groups
SELF SERVICE
You need to enable self service
for org managed apps before
you can use self service for this
app.
Go to self service settings
No users found Requests Disabled
Approval
Edit
dmin.okta i loanssqdemo_; ist_1/i Y8Yufexusde# | (5]

e Click Assign and then select Assign to People.
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Q Search people, apps g. krishnan forloans-org-723183¢ Help and Support  Sign out

4
oktq Dashboard  Directory  Applications  Security Workflow  Reports  Setting My Apps @

« Back to Applications

° 7 Zoho Assist

Active v E] View Logs Monitor Imports
Once you have a working SAML integration, submit it for Okta review to publish in the OAN. Submit your app for review

General Sign On Import Assignments
m / Convert Assignments ( Q search.. ‘ People v ‘ REPORTS
Current Assignments
FILTERS Person Type
Recent Unassignments
Groups
SELF SERVICE
You need to enable self service
for org managed apps before
you can use self service for this
app.
Go to self service settings
No users found Requests Disabled
Approval
‘ Edit
dmin.okta Y8Y JBdes | (US)  Stetus site Download Okta Plugin  Feedback

e In the pop-up window, type your username into the search box and then click Assign next to your username.

Q Search people, apps g.krishnan - forloans-org-7231839 Help and Support  Sign out

Dashboard Directery  Applications Security Workflow Reports  Settings MyAppse

° Zoho Assist

Assign Zoho Assist to People

Q search...

Once you hav our app for
Malcolm ( R )|
malcolm@forloans.org ssign

10

o - JEE

ssignments
FILTERS jassignments
Groups

1=

0 enable self service
1aged apps before
e self service for this

jervice settings

Disabled

Done

Edit

4. Repeat this step to add more users.

5. Click Done to exit the assignment wizard.
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6. Back in Zoho Assist, check the Self-Service Portal option on the Settings page under Remote Support.

How to transfer a service request raised using Self-Service Portal ?

The service requests raised using the self service portal are called as inbound requests . The inbound requests can
also be transferred from one department to another easily, with the inbound request transfer feature as long as the
technician has access to the feature.

1. Go to the Remote Support > Service Queue to access the inbound requests raised.

= BT-\'. Assist Remote Support Unattended Access Reports Settings All Departments & \g\ S
a
n
Home Department  All Departments ~ Technician  All Technicians ~ Status All v
&
CEEs Email address Problem description os Status = Duration Technician Department
@ ryan.athanasius@aceadd.... VPN issue = In-Queue 00 min(s) Not assigned My Department Accept

Service
Queue

2. Move the cursor to the inbound request raised and select Move.

z 6“. Assist Remote Support Unattended Access Reports Settings AllDepartments & &
L
Home Department  All Departments v Technician  All Technicians v Status ~ All v
C\)facts Email address Problem description 0Ss Status = Duration Technician Department
@ ryan.athanasius@aceadd.com VPN issue == In-Queue 00 min(s) Not assigned My Department
Service
Assign

Queue
Move

Decline

3. Select the department you want to move the raised inbound request and click Move.
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Move Request

Azure AD

. Sign in to your Azure AD portal with an administrator account.
. In the Azure portal, on the left navigation pane, click Azure Active Directory.
. Select Enterprise Applications and then All Applications.
. Click the New Application button.
. Click on Create your own application.
. Enter the app name and choose Integrate any other app you don't find in the gallery and click on create
. Upon successful creation of the app, Getting started page will be shown.Click on Assign Users and
Groups to provide specific users access to this application.
. Click on Set up single sign on and then choose SAML for Mode.
9. On the Set up Single Sign-On with SAML page, click Edit icon to open Basic SAML Configuration dialog.
10. On the Basic SAML Configuration section, do the following:

NO Uk WON -

oo

e In the Identifier text box, enter zoho.com
Note: If you are on the .eu domain enter zoho.eu. Likewise, enter zoho.in if you

are on the .in domain.

¢ In the Reply URL text box, paste the value for SAML Response URL that you
copied from the SAML tab in Zoho Assist.

e Check the radio boxes for the entered values.

¢ Click Save at the top of the page.

11. On the Set up Single Sign-On with SAML page, click the Edit button to open User Attributes & Claims
dialog.

https://help.zoho.com/portal/en/kb/assist/user-guide/general/articles/self-service-portal


http://zoho.com/
http://zoho.eu/
http://zoho.in/
https://help.zoho.com/portal/en/kb/assist/user-guide/general/articles/self-service-portal

12. In the User Attributes section on the User Attributes & Claims dialog, do the following:

Click Edit icon to open the Manage user claims dialog.

Click on Unique User Identifier under Required Claim

From the Source attribute list, select the attribute value user.mail.

Click Save.

13. Go to SAML Signing Certificate menu and do the following:

e In the Signing Option drop-down list, choose Sign SAML response.
This enables Azure AD to sign the SAML response with the X.509 certificate of the
application.

e Click Save to apply the new SAML signing certificate settings.

¢ Download the certificate by clicking Certificate (PEM).

14. Go to the next dialog in the Microsoft menu and do the following:

e Copy the Login URL and paste it into the Remote Login URL and the Reset
Password URL field in Zoho Assist SAML tab.

¢ Copy the Logout URL and paste it into the Remote Logout URL field in Zoho
Assist SAML tab.

e Upload the certificate you saved in Step 12 into the Public Key field in Zoho
Assist SAML tab.

e Enter the algorithm used to generate the Public Key in Algorithm field in Zoho
Assist SAML tab.

15. Click Save

OneLogin:

1. Log in to your OneLogin account.
2. Go to Applications >> Add App in the OneLogin administrator dashboard.
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3. Search for 'SAML Test Connector' and select the first result from the search results.
It should be SAML Test Connector (IdP).

4. When the Configuration tab appears, provide a name for the application. For example, Zoho Assist.

5. Click Save.
Now, additional tabs appear, and you land on the Info tab.

6. Click the Configuration tab and enter the following details:

¢ RelayState - Paste the value of SAML Response URL that you copied from the
SAML screen in Zoho Assist.

¢ Recipient - Paste the value of SAML Response URL that you copied from the
SAML screen in Zoho Assist.

¢ ACS (Consumer) URL Validator - Paste the value of SAML Response URL here

as well.
¢ ACS (Consumer) URL - Paste the value of SAML Response URL here as well.

¢ Enter zoho.com/zoho.eu/etc(based on user DC) as Audience

7. Once done, click the SSO tab and do the following:

e Copy the SAML 2.0 Endpoint (HTTP) URL and paste it into the Remote Login
URL field in Zoho Assist SAML page.

e Copy the SAML 2.0 Endpoint (HTTP) URL and paste it into the Reset Password
URL field in Zoho Assist SAML page.

e Copy the SLO Endpoint (HTTP) URL and paste it into the Remote Logout URL
field in Zoho Assist SAML page.

¢ Copy the certificate from onelogin and paste it in the Certificate field in Zoho
Assist SAML page.

¢ Enter the algorithm used to generate the Public Key in Algorithm field in Zoho
Assist SAML page.

e (Click Save

8. Now you must select the users to whom you wish to give access to the SAML-enabled Help
Center. To do this:
Click the Users tab and then click All Users to add the app to individual user accounts.

9. Click Save.
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Keycloak IDP

This section describes how to configure Keycloak to provide SSO for your Zoho Assist Help Center.

1.

10.

Log in to Keycloak and open the administration console.
Click Clients from the left panel, and then click Create to start creating a new client application.
On the Add Client page, enter the following details:

. Client ID: Enter as zoho.com or zoho.eu based on User DC

. Client Protocol: Select SAML from the drop-down menu

. Client SAML Endpoint: Paste the value for Help Center SAML Response URL that you
copied from the SAML page in Zoho Assist.

. Click Save.
This will create the client and bring you to the client Settings tab.

On the Client Settings page, do the following:

. Select email in the Name ID Format drop-down box.

. Toggle Client Signature Required off.

. Toggle Front Channel Logout off.

. Click the + sign to enter https://accounts.zohoportal.com/* and https://assist.zoho.com/* as
Valid Redirect URIs.(based on User DC)

. Click Save.

The next step is to enter details on the Zoho Assist Help Center SAML page.
Go to the URL: http://{your-keycloak-server:8080 }/auth/realms/{your-realm}/protocol/saml/descriptor
E.g. http://localhost:8080/auth/realms/master/protocol/saml/descriptor

To get the public key:
. Copy the value of “dsig:X509Certificate” node in the XML configuration file.
. Paste the value to a text file. Make sure you place the value between "-----BEGIN
CERTIFICATE----- "and "----- END CERTIFICATE----- ",
. Save the text file.

To get the Remote Login URL and Reset Password URL.:
. Find the node SingleSignOnService with the attribute
Binding="urn:oasis:names:tc:SAML:2.0:bindings:HTTP-POST" in the XML file.
. Copy the value of the location.
To get the Remote Logout URL.:
. Create an URL like http://{your-keycloak-server:8080}/auth/realms/{your-
realm}/protocol/openid-connect/logout?redirect_uri={URL_encoded_Help Center URL }
E.g. http://localhost:8080/auth/realms/master/protocol/openid-connect/logout?
redirect uri=https%3A%2F%2FAssist.zoho.com%2Fportal%2Fdeccanpl%2F

. Copy the value of the location.
Back in the Zoho Assist Help Center SAML page, do the following:
. Paste the values for Remote Login URL, Remote Logout URL, and Reset Password
URL.
. Upload the saved text file into the Public Key field.
. Click Save.
Your federated SAML SSO is ready for use.

Google G Suite
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This section describes how to configure G Suite to provide SSO for your Zoho Assist Help Center.

1. Sign in to your Google G Suite admin console with an administrator account.
2. In your Google G Suite admin console, click through to Apps > SAML Apps.
You will see a list of any existing SAML apps.
3. Click on Add App and select Add custom SAML app and give it a name.
4.  Under Google IdP Information, copy the SSO URL and paste it into the Remote Login URL and the
Reset Password URL fields in Zoho Assist SAML page.
Your members redirect here when they sign in with an email address with your Google domain.
5. Enter the Remote Logout URL as https://accounts.google.com/logout in Zoho Assist SAML page.
6.  Under Certificate, select Download. Then upload the file into the Public Key field in Zoho Assist
SAML page.
7. Click Next.
8.  Under Service Provider Details, do the following:
. Paste the value for SAML Response URL from SAML screen in Zoho Assist in the ACS
URL field.
. In the Entity ID field, enter the entity ID as zoho.com, and click Next.
Note(1): If you are on the .eu domain enter zoho.eu. Likewise, enter zoho.in if you are on
the .in domain.
. Select EMAIL as Name ID Format.
9. Click Continue.
10. Back in Zoho Assist, check the Enable Self Service portal option on the SAML page to allow new users
to log in for the first time.

Auth0

This section describes how to configure AuthO to provide SSO for your Zoho Assist Help Center.

Log in to your Auth0 account.

Go to Dashboard >> Applications.

Click the + CREATE APPLICATION button on the right.

In the Name field, enter a name for the application. For example, Zoho Assist.

Select Single page application as the type of application.

Click Save.

Go back to Dashboard >> Applications.

Find the application you just created in Step 4, and click it.

Scroll down and click on the Advanced Settings link.

In the expanded window, click the Download Certificate button under the Certificates section.
The downloaded certificate will be a .pem file.

Now scroll back up and click on the Addons tab. Then enable the SAML2 WEB APP option.
You will see a screen asking you to provide additional configuration information.

On the Settings section of the screen, enter the following details:
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o Application Callback URL - Paste the value for SAML Response URL that you
copied from the SAML screen in Zoho Assist.
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¢ Settings - Paste the below SAML configuration into this field.

o {
"mappings": {

"email": "http://schemas.xmlsoap.org/ws/2005/05/identity/claims/emailaddress",
"given_name": "User.FirstName",

"family_name": "User.L.astName"

ks

"createUpnClaim": false,

"passthroughClaimsWithNoMapping": false,

"mapUnknownClaimsAsIs": false,

"mapldentities": false,

"nameldentifierFormat": "urn:oasis:names:tc:SAML:1.1:nameid-format:emailAddress",
"nameldentifierProbes": [
"http://schemas.xmlsoap.org/ws/2005/05/identity/claims/emailaddress"

]
}

e Click Save.

13. In the Addon SAMLZ2 Web App popup, click the Usage tab and do the following:

¢ Copy the Identity Provider Login URL and paste it into the Remote Login URL
and the Reset Password URL fields in Zoho Assist SAML page.

e Enter https://your auth0 domain/v2/logout in the the Remote Logout URL
field. Replace YOUR_AUTHO_DOMAIN with your actual AuthO domain.

¢ Upload the certificate you saved in Step 10 into the Public Key field in Zoho
Assist SAML page.

14. When done, click Save in Zoho Assist.
Your end users will now be redirected to the AuthQ's sign-in page when signing in to the Help Center.

Zoho Vault
This section describes how to configure Zoho Vault to provide SSO for your Zoho Assist Help Center.

Log in to your Zoho Vault account.

Navigate to Apps >> Manage Apps.

Click Add Custom App

In the Application Settings tab, provide the following details:

=
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¢ Application Name: Provide a name for the application. For example, Zoho Assist.

¢ Assertion Consumer Service URL - Paste the value for SAML Response URL
that you copied from the SAML page in Zoho Assist.

¢ Audience URI (SP Entity ID) - zoho.com or zoho.eu based on user DC.

5. Click Next.
6. You now need to provide the details of Zoho Vault (IdP) to Zoho Assist (SP).
7. In the IdP Details tab, do the following:

¢ Copy the Identity Provider Single Sign-On URL and paste it into the Remote
Login URL field in Zoho Assist SAML page.

e Copy the Identity Provider Single Logout URL and paste it into the Remote
Logout URL field in Zoho Assist SAML page.

¢ Copy the Identity Provider Issuer and paste it into the Reset Password URL field
in Zoho Assist SAML page.

e Copy the Identity Provider Certificate and save it to a .txt file. Then upload the
file into the Public Key field in Zoho Assist SAML page.

8.  Click Next.

9. Inthe Manage App Access tab, select the list of users to whom you wish to give access to the SAML-
enabled Help Center.

10. Click Save.
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